**Media Access (NIST MP-2)**

1. For organizations, data any important data should be stored with flash drives, external hard drives, compact disks, etc., which is the digital method of storing data and important records

2. Non-digital method includes storing all important files, documentation, and records, in a storage area within the building

3. Access should be restricted so the development team only is able to access the data

**Media Access with MySQL (NIST MP-2)**

1. With the data present within’ MySQL Workbench, click “Server” and then click “Data Export” from the drop-down menu.

2. Export the selected data into a dump folder in the designated file directory

3. Insert External Hard Drive or Flash Drive to device and transfer data over into external storage device.

4. Restrict access by placing a password lock on storage device; therefore, development team should only have access to data